
One of its initiators, Privanova is 
currently part of the CYBERSPACE 
project: a multidisciplinary R&D 
project ran by an international 
consortium of partners and 
funded by the EU as part of the 
Internal Security Fund Police 
Work Programme. 

CYBERSPACE will enhance the 
detection of hacks and attacks and 
improve cooperation between 
LEAs and between LEAs and the 
private sector in accordance with 
the EU Cybersecurity Strategy.  

The project will stimulate 
stakeholders to report such attacks 
to their LEAs and CERTs.

This project has received funding 
from the European Union’s Horizon 
2020 research and Innovation 
programme under grant agreement 
N°101038738.

CYBERSPACE
Enhancing cybersecurity, 
improving cooperation and the 
reporting of cyberattacks in the EU

Consortium
11 Partners from: France, Germany, 
Greece, Spain, Netherlands, Sweden, 
Finland and Ireland.

Budget
€ 3 217 392,63 
December 2021 - November 2024

Privanova
RESEARCH & CONSULTING



Privanova
contact@privanova.com

CYBERSPACE will provide LEAs, 
policy makers and the private 
sector with a better picture of the 
extent of cybercrime and 
cyberattacks in the EU. We will 
enhance the capacity of LEAs and 
forensics institutes to investigate 
cybercrime and cyberattacks.

Impact
Thanks to its extensive network of 
high-ranking law enforcement 
officials and forensic experts, as 
well as its membership in the 
INTERPOL's Cybercrime 
Knowledge Exchange network, 
Privanova will engage with 
stakeholders such as the European 
Cyber Security Organisation 
(ECSO), Information Security 
Forum (ISF), SME associations, 
LEAs and CERTs to increase the 
reporting of cybercrime. Relying on 
our experience with Clustering 
Activities in H2020 and Horizon 
Europe, we will also create a 
cluster of EU-funded cybercrime 
and cybersecurity projects. Our 
dissemination campaign will 
include quotes from leading 
cybersecurity experts emphasising 
the importance of reporting 
cybercrime, policy briefs and 
videos.
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